In my current company, we must code the web application abide by the secure programming guideline. This guideline include 18 common web security errors:

* SQL injection
* XSS
* CSRF
* File Upload
* Encode sensitive data
* Check user right
* User enumeration
* Session fixation
* Http only cookie
* Captcha
* File inclusion
* Command injection
* Xml/Xpath injection